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## Part: A

1: Which of the following requirements must be met to successfully run the DLP 7.0 Enterprise Manager installation program?
A.Minimum 2 gigabytes of available ram
B.Minimum 10 gigabytes of available space
C.Minimum Processor Speed of 1.950 GHZ
D.All of the above

Correct Answers: D

2: Users and Groups cannot be defined in the Enterprise Manager interface. They must be brought in from an external Microsoft Active Directory server.
A.True
B.False

Correct Answers: B

3: RSA recommends that the RSA DLP Network Interceptor should not be the last MTA in the network before email is sent on to the Internet.
A.True
B.False

## Correct Answers: A

4: Which of the following is a new scan type available in RSA DLP Datacenter version 7.0?
A.Site scan
B.Resource scan
C.Repository scan
D.Coordinator Scan

Correct Answers: C

5: RSA DLP Datacenter 7.0 can scan Oracle and SQL Server databases for sensitive information.
A.True
B.False

## Correct Answers: A

6: In DLP 7.0 and later, DLP Network Policy may be configured to allow an end user to release one of their own emails that were quarantined as a result of that DLP policy.
A.True
B.False

Correct Answers: A

7: The only way to monitor and or block HTTPS web traffic in a DLP Network implementation is to:
A.Use a third party Load Balancer.
B.DLP Network can never monitor HTTPS.
C.Use a third party email encryption server.
D.Use a third party proxy that supports HTTPS such as Bluecoat.

## Correct Answers: D

8: Which of the following is a tool that can be used in the RSA DLP Suite to create new content blades?
A.The Entity Manager
B.The Dictionary Manager
C.The Fingerprint Manager
D.The Described Content Manager

## Correct Answers: B

9: Which two RSA DLP Network Appliances could detect employee posting company confidential information to an online web forum? (Choose two)
A.DLP Network Sensor
B.DLP Network Controller
C.DLP Network Interceptor
D.DLP Network ICAPserver
E.DLP Suite Fingerprint Crawler

Correct Answers: A D

10: Which of the following statements are true about DLP policies? (Choose two)
A.Existing policies may be reordered.
B.Existing policies cannot be changed. They must be deleted and new policies created to replace them.
C.The DLP administrator cannot create new policies; new polices must be purchased from RSA.
D.Datacenter policies can be changed without ever losing the incremental scan results and requiring a full scan.
E.Network, Datacenter, or Endpoint sections of a policy can be individually disabled or enabled without affecting the other sections.

## Correct Answers: A E

11: What is the maximum number of DLP Network Sensors, Interceptors, and ICAP Servers that can be managed by one DLP Network Controller?
A. 25
B. 50
C. 100
D.It depends on the license that has been purchased.

Correct Answers: A

12: Automatic remediation actions can be configured in policy DLP Datacenter policies in DLP release 7.0 and later releases.
A.True
B.False

## Correct Answers: A

13: Which of the following endpoint actions can be detected, audited or blocked by the DLP Endpoint Enforcement Agent? (Choose two)
A.Screen capture
B.Printing to a file
C.Bluetooth File transfer
D.Copying to a floppy disk or hard drive
E.Copying a file from one network share to another network share

Correct Answers: B D

14: When creating custom content blades, which of the following detection tools can correctly find all documents that contained the phrase "Miracle Banana Diet" without also finding documents that contain the phrase "miracle banana diet"?
A.Entities
B.Dictionaries
C.Words and phrases
D.Regular expressions

Correct Answers: D

15: RSA DLP 7.0 can be used as a database monitoring tool.
A.True
B.False

Correct Answers: B

